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1. Discussion
[bookmark: _Toc519004414]The contribution addresses the following Editor’s notes: 
Editor's note:	It is FFS whether current connectivity preferences in the devices are conflicting with the URSP rules, e.g. a UE preference for non-seamless offloading would override an URSP rule for "Access type preference" set to "3GPP".
Clause 6.1.2.2.1 of TS 23.503 describes how the policy rules for non-seamless offload should be considered by the UE, e.g. it states that for an application that does not request non-seamless offload explicitly: “If the UE has an URSP rule (except the URSP rule with the "match all" Traffic descriptor) that matches the application as defined in clause 6.6.2.3, the UE shall perform the association of the application to the corresponding PDU Session or to Non-Seamless Offload or ProSe Layer-3 UE-to-Network Relay Offload according to this rule”.
Thus, we added a note that the UE should support the policy rules for non-seamless offload as specified in Clause 6.1.2.2.1 of TS 23.503 [13]. 
Editor's note:	It is FFS whether current SMF implementations can perform the procedures for EAS discovery in the Session Breakout model as described in TS 23.548 [3] also for the MA PDU Sessions with 3GPP access.
We added a note that the SMF should support the procedure for EAS discovery in the Session Breakout model as described in TS 23.548 [3] also for the MA PDU Sessions with 3GPP access.
 
[bookmark: _Toc517082226]* * * * 1st change * * * *
[bookmark: _Ref93394262][bookmark: _Toc97268160]6. 41	Solution 41 (KI#6): Controlling non-3GPP access of EC traffic via URSP and ATSSS
[bookmark: _Toc106120990]6.41.1	High level description
If a network is to apply EC-related functionality such as providing connectivity to the edge for all or part of the traffic for a given PDU Session, and the EC-related functionality requires specific consideration of traffic steering to the non-3GPP access, then the network re-configures the URSP rules in the UE for the RDS corresponding to the EC traffic. Examples of useful URSP rules:
-	setting the Access Type Preference to "3GPP" for the given EC traffic descriptors, DNN and S-NSSAI. This will result in setting up the PDU Session carrying the EC traffic on the 3GPP access.
-	setting the Access Type Preference to "Multi-access" for the given traffic descriptors, DNN and S-NSSAI.
The latter is used when a refined control of traffic steering over the 3GPP and non-3GPP accesses is needed, based on appropriate ATSSS rules for the PDU Session provided by the network (SMF). Examples of useful ATSSS rules to control steering EC traffic to non-3GPP access (see clause 5.32.8 of TS 23.501 [2]):
-	Steering Mode=Active-Standby, Active=3GPP & no Standby (octet f+4=0000001): it results in steering the related traffic within the PDU Session (described by the traffic descriptors) always to the 3GPP access;
-	Steering Mode=Load Balancing allows for using a the non-3GPP access based on latency and loss thresholds.
NOTE 1:	SMF may change the access network over which the traffic of a GBR QoS flow is transmitted, and in this way it can both select the access for this QoS flow and provide bandwidth guarantees.
The solution may be applied for all connectivity models.
NOTE 2:	How the URSP settings interact with built-in UE policies or user preferences to influence the UE's decision to use connectivity outside of 5GC is out of scope.
[bookmark: _Toc106120991]6.41.2	Procedures
For Multiple Sessions and Distributed Anchor connectivity models, the existing procedures are applicable, where the following options may be used:
-	the URSP rules and ATSSS rules are configured in the UE before or during the setup of the PDU Session, if the corresponding non-3GPP access related policies are already available;
-	if the URSP rules are dynamically updated (based on Application guidance for URSP determination clause 4.15.6.10 in TS 23.502 [9]) while some EC traffic is ongoing on a PDU Session, the updated rules might not be enforced by the UE immediately for this traffic, but they will be applied for any application traffic that will start later. Updating the URSP rules requires SMF notification towards the UE PCF.
For the Session Breakout scenario, only the 3GPP access should be allowed for the EC traffic, because the UL-CL is reachable only through that access, since there are no ATSSS procedures that would ensure that an UL-CL can be on path when the UE connects through a non-3GPP access. Based on the received EC related policy and deployment information the SMF may, however, select an UL-CL based on existing procedures if the UE connects through a 3GPP access. One simple solution to keep the EC traffic to 3GPP access is to set the Access Type Preference to "3GPP" in the corresponding URSP rule for this PDU Session. To avoid other, non-EC traffic be constrained to the 3GPP access, WIFI offload can be setup for that traffic using the "Non-Seamless Offload indication" as route selection in the corresponding URSP rule. An example URSP rule set is given in table 6.41.2-1. Note that the traffic descriptors in the URSP rules may need to be updated, e.g. based on AF Application guidance for URSP determination, resulting that the updated URSP rules might not be immediately enforced for some ongoing traffic.
Table 6.41.2-1: Example URSP rules to restrict EC traffic to 3GPP access in the Session Breakout model
	URSP rules
	Comments

	Rule Precedence =1

Traffic Descriptor: Application descriptor=App1
IP descriptor = Destination_prefix1
	Route Selection Descriptor Precedence = 1
DNN Selection: internet
Access Type preference: 3GPP access
	This URSP rule associates the traffic of application "App1" and the traffic to "Destination_prefix1" 3GPP access and the "internet" DNN.

It enforces the following routing policy:
The traffic of App1 as well as the traffic to "Destination_prefix1" should be transferred on a PDU Session supporting DNN=internet over 3GPP access. If this PDU Session is not established, the UE shall attempt to establish a PDU Session with the "internet" DNN over 3GPP access.

	Rule Precedence =default

Traffic Descriptor: *
	Route Selection Descriptor Precedence = 1
Non-seamless Offload indication: Permitted
	This URSP rule enables all the traffic that is not covered by the previous rule of higher preference be directly offloaded to WLAN, if the UE is connected to a WLAN



A specific case in the Session Breakout model is when the EC traffic shares the PDU Session with other traffic that requires traffic steering based on ATSSS. In that case the Access Type Preference in the URSP rule for this traffic is set to "Multi-access", based on which the UE sets up a MA PDU Session for this DNN and S-NSSAI on all available accesses. The MA PDU Session is set up to a C-PSA, where the ATSSS functionality is applied for the non-EC traffic. The SMF configures ATSSS rules for the EC traffic (identified by Application ID or IP ranges in route descriptors) that steer the traffic always to the 3GPP access (using Steering Mode=Active-Standby, see clause 6.41.1). Other traffic may be allowed to be offloaded to WIFI by URSP rules as described above.
For Dynamic PSA distribution using EASDF, URSP rules could be set similarly as for the Session Breakout Scenario, see table 6.41.2-1, assuming that the PCF knows the traffic descriptors of the EC applications. Further flexibility for the EC applications may be achieved by using the ATSSS rules. An example solution based on ATSSS rules is depicted in the generic figure below:


Figure 6.41.2-1: ATSSS solution for controlling non-3GPP usage for Dynamic PSA distribution
1.	UE sets up a PDU Session. The session is initially set up to a C-PSA and the URSP rules in the UE need not contain any constraints related to non-3GPP usage. The UE may indicate in the session establishment message its ATSSS capability and that "MA-PDU Network upgrade allowed" for this PDU Session, which can help selecting an ATSSS capable SMF for this PDU Session. SMF creates/updates the EASDF context for this PDU Session.
2.	A DNS query for the EAS discovery from the UE APP triggers dynamic PSA change in the SMF.
3.	SMF initiates a PDU Session modification or PDU Session release depending on the SSC Mode selected.
4.	The UE initiates a PDU Session establishment, where the UE indicates in the session establishment message its ATSSS capability and that "MA-PDU Network upgrade allowed" for this PDU Session. The SMF (that may be a new SMF that receives indication to provide connectivity to the edge from the AMF in the form of a DNAI) selects an edge UPF (L-PSA), and it provisions the DNS settings in the UE, as described in clause 6.2.2.4 of TS 23.548 [3]. The SMF also upgrades the session to a MA PDU Session, based on related policy rules that may be received from the PCF. If UE is registered to non-3GPP access, then the UE initiates a MA PDU Session establishment also on this leg. Otherwise, it initiates another MA PDU Session establishment when it connects to the non-3GPP.
5.	SMF configures ATSSS rules for this MA PDU Session that will define how the different accesses may be used by the EC application.
6.	UE starts applying the ATSSS rules for this PDU Session. The EC application traffic will be routed to the EAS through the L-PSA from either allowed access.
[bookmark: _Toc106120992]6.41.3	Impacts on services, entities and interfaces
UE:
-	URSP support, and (conditionally, if ATSSS rules apply) ATSSS support.
NOTE 1: It is expected that the UE supports the URSP rules for non-seamless offload as specified in Clause 6.1.2.2.1 of TS 23.503 [13].
Editor's note:	It is FFS whether current connectivity preferences in the devices are conflicting with the URSP rules, e.g. a UE preference for non-seamless offloading would override an URSP rule for "Access type preference" set to "3GPP".
SMF:
-	(conditionally, if dynamic update to URSP rules apply) notification towards the UE PCF about the EC traffic handling that may be mediated by SM PCF.
NOTE 2: it is expected that the SMF supports the procedure for EAS discovery in the Session Breakout model as described in TS 23.548 [3] also for the MA PDU Sessions with 3GPP access.
Editor's note:	It is FFS whether current SMF implementations can perform the procedures for EAS discovery in the Session Breakout model as described in TS 23.548 [3] also for the MA PDU Sessions with 3GPP access.
  
* * * * End of changes * * * *
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